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 2014 EVault Inc. 

EVault, A Seagate Company, makes no representations or warranties with respect to the contents hereof and 
specifically disclaims any implied warranties of merchantability or fitness for any particular purpose. Furthermore, 
EVault reserves the right to revise this publication and to make changes from time to time in the content hereof 
without obligation of EVault to notify any person of such revision of changes. All companies, names and data used in 
examples herein are fictitious unless otherwise noted. 

No part of this document may be reproduced, transmitted, transcribed, stored in a retrieval System or translated into 
any language including computer language, in any form or by any means electronic, mechanic, magnetic, optical, 
chemical or otherwise without prior written permission of: 

EVault, A Seagate Company 
c/o Corporation Trust Center 
1209 Orange Street 
Wilmington, New Castle 
Delaware 19801 
www.EVault.com 

EVault, EVault Software, EVault SaaS, and EVault DeltaPro, are registered trademarks of EVault, A Seagate Company. All 
other products or company names mentioned in this document are trademarks or registered trademarks of their 
respective owners.  

Acknowledgements: Two encryption methods, DES and TripleDES, include cryptographic software written by Eric 
Young. The Windows versions of these algorithms also include software written by Tim Hudson. Bruce Schneier 
designed Blowfish encryption. 

“Part of the software embedded in this product is gSOAP software. Portions created by gSOAP are Copyright 2001-2006 
Robert A. van Engelen, Genivia Inc. All Rights Reserved. THE SOFTWARE IN THIS PRODUCT WAS IN PART PROVIDED BY 
GENIVIA INC., AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED 
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL 
THE AUTHOR BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES 
(INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR 
PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN 
CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF THE 
USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.” 

The EVault Software Agent, EVault Software CentralControl, and EVault Software Director applications provide 
encryption options for 128/256-bit AES (Advanced Encryption Standard). Advanced Encryption Standard algorithm 
(named Rijndael, pronounced “Rain Doll”) was developed by cryptographers Dr. Joan Daemen and Dr. Vincent Rijmen. 
This algorithm has been chosen by the National Institute of Standards and Technology (NIST) of the U.S. Department of 
Commerce to be the Federal Information Processing Standard (FIPS). 

The EVault Software Agent and EVault Software Director applications include the security feature of over-the-wire 
(OTW) encryption. 
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1 Installing an Agent Manually (not through SCCM) 

If a device cannot be activated through the standard deployment of SCCM, the appropriate local 

administrator can do a manual installation of the agent with the end user. 

1.1 Administrative Process  

The administrator will access the dashboard and log in through a web browser. 
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Once the administrator has logged in, they will click on the Users tab. 
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The administrator will then get list of all the users that are assigned to the company. The administrator 

will then click on the Add User button. 
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The administrator will then type in the user name and email address of the user being created. 
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Administrators only have authority over their company, so the Partner, Company, and Time Zone will be 

fixed with the correct settings for the administrator. 
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The user should not be given dashboard access as that is only for administrators and the default setting 

is to allow end users to be able to access their data via web retrieval. 
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The administrator should then hit Add User. 

 



EVault Endpoint Protection Version 7  Installing an Agent Manually 

9 

The administrator will then be asked to provide the device name that will be protected by this user. 
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The Storage Quota and Policy are pre-determined, and no modifications should be made. 
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The administrator should then click on Create Device. 
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At this point, the end user will have been sent an email and when they click on the link in the email the 

device will install Evault Endpoint Protection on the device and begin backing up. The device will be seen 

in the administrative panel under Devices. If the end user does not receive credentials, the administrator 

can hit the Help Activating Device button. 
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This will bring up a window with the necessary information to get the device activated. 
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Appropriate installer links for Macintosh or Windows machines: 
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Activation Code and Activation URL: 
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Link to send an email that activates the device:   
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Once the device has activated you will see the device as an activated device in the User list. 
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Click on the device an administrator will be able to get information on the device and perform additional 

administrative functions listed in the Administrator’s Guide. 

 

 

 

 

 


